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1. Introduction

This document introduces the concept of a Common Specification for Information Packages. It aims to
serve threemain purposes:

1. Establish a common understanding of the requirements which need to be met in order to achieve
interoperability of Information Packages

2. Establish a common base for the development of more specific Information Package definitions
andtoolswithin the digital preservation community

3. Propose the details of an XMiased implementation of the requirements using, to the largest
possible extent, standards which are widely used in international digital preservation.

Ultimately the goal of the CommoBpecification is to reach a level of interoperability between all
Information Packagesothat tools implementing the Common Specification can be taken up by institutions
without needing further modifications or adaptations.

1.1. The Common Specificatioand OAIS

In the OAIS$ framework three types of Information Packages (IPs) are present in a digital preservation
ecosystem: Submission Information Packages (SIPs), Archival Information Packages (AIPs) and
Dissemination Information Packages (DI@&e Figurel). These three IP types are respectively used to
submit data and metadata to digital repositories; store it in kbegn preservation facilities; and delivey
consumers.

T Preservation Planning S
P I C
R Descriptive 1 Descriptive o
o Information | Data Information e
Management \ «jaueries
D . I quéry responses | S
< sIp w0 ! Access | |orders u
C i J Archival ! 1"
A —— )
E AP 4 Storage | AP 1 DIP E
R ! 1 I i
.. . »
- Administration .

MANAGEMENT

Figurel: OAIS Functional Entities and Information Packages

ThisCommon Specification aims to summarise the common aspects of all these IPs. The mairttgoal
development of this specification has beemidentify and standardisé¢he commonaspectsof IPswhich
are equally relevant and implementebly any of the functional entities of the overall digital preservation
process (i.e. préngest, ingestlong-term preservation and access). The practical implementatidhat the

' Open Archival Information System (OAIS) Reference Model (1IS014721). See:
https://public.ccsds.org/Pubs/650x0m2.pdf
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specification therefore allows for the development of generic tools and code libraries which can either be
applied commonly across the whole lifecycle of digital data, or be reused as the basis for developing more
specific, content or processwvaretools.

However, to allow for interoperability on process level there is still a need for defining more detailed
technical specifications for &IP, AIP and DIPhis is also the case for the current Common Specification
where more detailed ARKSIP EFARKAIP and=ARKDIP profile%have been created

Common

Specification

EARK AIP

Figure2: The scope of Common Specification in regard to OAIS Information Packages.

In general, theEARK SIP andARKDIP specifications reuse and apply fully all the requirements set in this
Common Specification. However, thalso extend it with aspects relevant only for the respective processes
(Figure2).

For example, theEEARKSIPspecification extends the Common Specification with further requirements
about recording relevant information on a submission agreementthadactors of the submissiorrgeess.

On the other hand, theARK DIP provides possibilities for describing complex access environments needed
to reuse the content of a DIP.

Regarding th&ARKAIP format, it is important to note that it does not extend the Common Specification in
the same way th&ARKSIP andeARKDIP formats do, i.e. in the seneéaformat specification inheriting

all general properties from the Common Specification (CS) which is then augmented by specific AIP
requirements. Theaeason for this is that whiléhe SIP and the DIP are like "snapshots" in tignene
capturing the state of an information packagetiate of submission (SIP), the other one capturing one form

of delivery of the information for access (DtRfhenthe AIPy SSR& (2 RSIf @F0K:él yKaHK2( GAy 3
is constantly updated bpreservation actionsindertakenin the course of thebjectslife-cycle.As such,

while the EARKAIP specificationdoes implementall of the core metadata requirements defined time
Common Specification and extends these (for example it descailmesans to recorgreservation actios

about the IP)jt does also extend the default structure of the Common Specification (defined in CHapter
below). Essentiallyhe AlPintroduces a more complestructurewhichallowsat the same time to securely

2The relevant ARK deliverables (D3.3 for SIP, D4.3 for AIP and D5.3 for DIP) are currently available at
http://www.eark-project.com/resources/projectieliverables Final versions of the IP specifications will be published
in February 2017 along with a final version of this Common Specification and published orBoBx#l website

(www.dasboard.ejt
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hold an EARK SIRwhich itself follows in fullthe CS) andt the same timeadd and modifyadditional
representations ovea series of preservation actions.

1.2.Common Specification and Contehiformation Type Specifications

As an interoperability standardt must be possible tasethe Common Specificatiargardless of the type
and format of thecontent users need to handleAt the same timeeachindividualcontent typeand file
format can have specific characteristics which need to be taken into acdounurposes of validation,
preservationand curation

To allow for such kilepth control overspecific content types and formatthe Common Specification
introduces the concept of Content Information Type Specifications A Content Information Type
Specificatiorcan includedetailedrequirements orhow content metadata and documentation fospedfic
content types(for examplerelational databases ogeospatial datajjaveto be handledwithin a Common
Specificatiorinformation Package

For now (ebruary 201ythere aresevenContent Information Typ&pecificationsvhich have been created
by the EARK project and have been verified for usage within the Common Specification

1 SMURFSFSBSemantically Marketdlp Records Formdibr Simple Fil&System Based recordbhis
Content Information Type Specification debes the usag®ef the Common Specification for the

case of simple computer files organised in folder structures; and their description using the EAD

encodingstandard;

1 SMURF ERMSemantically Markedlp Records Format for Electronic Records Management
Systems. This Content Imfrmation Type Specification describes the use of the Common

Specification for the archiving of records exported from ERME systems. The specification is

built on top of SMURF SFSB and extends it with additional metadata requirements for ERMS

derived mé¢adata;
1 GeoVectorGML and GeoRasterGé&dr These two Content Information Typpecifications build

upon the SMURF SFSB and add additional structural and metadata requirements for storing

geospatial information, respectively in Glind GedIFEformats, wthin a Common Specification
Information Package;
1 SIARDI1SIARDZNd SIARDDRhese three Content Information Tygpecificationsdescribethe

usage of the Common Specification for the archiving, preservation and reuse of relational
databases in one of thiormats in the SIARD family (Software Independent Archiving of Relational

Databases). Note, that SIARD1 and SIARIpB&ficationsare deemed outdatedy the time of

writing and are onlyintended to beused for packaging already available SIARD1 and SKARDD

packages in Common Specification Information Packages.n®&gr occurrences of archiving
relational databases the use dhe SIARD2format® and according Content Information
Specificationis recommended.

3 https://www.loc.gov/ead/

* http://ww w.iso.org/isoliso_catalogue/catalogue_tc/catalogue_detail.htm?csnumber=32554
® http://trac.0sgeo.org/geotiff/

e http://eark -project.com/resources/specificationdocs/3Decificationfor-siardformat-v20
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Common Specification

SMURF SFSB, Content Content
SIARDL, SIARD2, SMURF ERMS, Information Type Information Type
SIARDDK GeoVectorGML, Specification for e { LISOATAOLI
GeoRasterGeaotiff publications

Figure3: Common Specification and Content Information T8pecifications

The total number of Content Information Typepgcifications is, however, unlimited and the letggm

commitment of the DAS Boalris to keep the overall environment open and inclusive. As sngirested
bodiesare welcometo developtheir own Content Information Type Specificatiorisr example for 3D
building progcts or electronic publicationgin appropriatemanagement regimeo facilitate the creation
and approval of additional Content Information Type specificatmnanyone in the lrader communityis

implemented by the DAS Boarduither information will be available at www.dasboard.eu from

01.022017).

For moredetailed information about the Content Information Type specificatioqease look also at
Chapter6.1 below!

13./2YY2Yy {LISOAFAOIGAZ2YI h!L{ LyTEemMI A2y tI O13SaQ aLlS
Information TypeSpecifications

Following the discussions in the previous two chapters we can state that the overall ecosystem of the
Common Specification consists efayers (sed-igured):

1 The current document, the Common Specification, is the core which provides guidance which must
be followed regardless of the process, data or lifecycle stage;

1 The EARK SIP, AIP and DIP build on the Common Specification and extendjtewiflt process
related aspects;

1 The Content Information Type Specificatiotsfine detailed requirements foembedding and
describingspecific content typewithin a Common Specification Information Package

"The DLM Archival Standards Board (the DAS Board) is the body committed to maintaing this Common Specification
and all related specifications. For furth@formation please consultww.dasboard.eu
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IP Layer

Core Specification Common Specification

Content Information Type
Specifications

¢CKSNBF2NB G(GKS aiGKAy3 SyrQRr @, AIB diIDIR indludingid&tSacodrilifig RosoneA a

SIARD1,
SIARD2,
SIARDDK

Figure4: Relations between the Common Specificati@ARKSIP, AIP and DIP specifications
and Content Information Typ&pecifications

or many Content Informtion Type Specifications.

1.4.Relation toother documents

This Common Specificatiois related tothe following documents:

1 International standards and begractices

(0]

Reference Model for an Open Archival Information System (OAIS), 2012,
public.ccsds.org/publications/archive/650x0m2. pdf

This specificatiohas used the same terminology as introduced in the OAIS model and also
the same division of information package types: Submission Information Package (SIP),
Archival Information Package (AIP), Dissemination Information package (DIP).

ProducetArchive Interface Specification (PAJE)CSDS, 2014,
public.ccsds.org/publications/archive/651x1b1.pdf

We haveinvestigated the structure of a SIP presented in PAIS, but as the implementation
of this specification is not very comprehensive yet (only few prototypes exist), we decided
to rely mainly on the best practices introduced in other reports (see below).

1 EARK deliverablés

(o]
o]
(o]

Deliverable D3.J5-ARK Report on Available Best Practices

DeliverableD4.1, Report on available formats and restrictions

Deliverable B.1, GAP report between requirements for access and current access
solutions

These three deliverables document the bgsactice survey carried out during the first six
months of the FARK projeic Many of the core principles and requirements highlighted in
the following chapters have been derived from this survey.

Deliverable DR, EARKSIPPilot Specification
Deliverable D4.F&-ARKAIPPilot Specification

8 All EARK deliverables are availablendtp://www.eark-project.com/resources/projectieliverales
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o Deliverable D5.FARKDIPPilot Specification

The EARK SIP, AIP and DIP specificatiuiid on the Common Specification and extend it
in regard to requirements derived from piegest and ingestarchival storageand access
processes.

1.5. Structure of the document

Therest of this documendescribeshe Common Specificatioandits practicaimplementation. The
document is divided intéwo logical parts

The first part (Chapterd and 3) describes the generic principles of a Common Specification for Information
Packages. The main aim of these chapters is toifiesttify acommon set of needs and thereafter present

a series of requirements which an Information Package needs to follow regardless of the implemeattation
any given point in time

1 Chapter2 providesan explanation of the need for a Common Specificatiwrinformation
PackagesThe chapter therefore presents some practical use cases which highlight the potential
savings and increased functionality of didjiarchives when following internationally standardised
approaches.

1 Chapter3 presentsthe core requirements which need to be met in order to avki¢the
interoperability goal describeith Chapter2. Based on these requirements a set of highel
solutions areéntroducedregarding for example the structure and use of metadata within any
implementation of arinformation Package.

The second part of this document (Chaptérs and6) presensa practical implementation of the

principles described ipreviouschapters as implementecccording to current statef-the-art

technologies. As such, this part of the document describes the requirements which are needed to achieve
practical IP iteroperability:

1 Chapter4 presents a detailedescriptionof the structurewhich must be implemented in any
Common Specification Information Package
1 Chapter5 presents a detailed overview of metadata requirements witimmmon Specification
Information Packagewith a special focus on the use of metadata elements which are needed for
the automation and interoprability of archival validation and identification tasks
1 Chapter6 (to be finalised by 01.02.2018escribes additional (optional) components extending
the practtal implementation in regard to specific aspects
o How to create new Content Information Type specifications
o How to split large content objects between multiple physical IPs
0 Guidelines on adding (any) descriptive metadata into a Common Specifitr#tiomation
Package
0 Technical requirements for building validators for Common Specification Information
Packages.

Finally, in addition to this document full examples of IPs conforming to the Common Specification
implementation details are available https://github.com/earkproject/information-package
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PART I. Common Specification for Information Packages

In this part of the document we build the argument for a Common Specification for Information Packages
and presenthe main concepts and requirements for the purpose.

2. Need for establishing common ground

The vision: All dgital preservation systems recejvstore and provide access to information,
regardless of its size, type or format, according to a set of agreed principles which allow institutions
to identify, verify and validate the information in a uniform way.

The goal:Interoperability between dataources, archives and reuse environments is improved to a
point where digital preservation tools can be reused across borders and institutions. This opens up
new possibilities for collaboration and limits greatly the need for development resources for any
single institution.

The amount of digital information being created, held and exchanged is continuously growing. This
information is created with the helpf numerous software tools and systems, comes in a variety of
technical formatsand covers most aspects of our daily livBegardless of théormats and system#
guestion we always need to consider whether the information is needduetoetained and managed for
longerperiods of time The reasons for this might pfr example:

1 to meet legal and regulatory obligations
1 to provide for efficient reuse
1 to satisfy historicalcultural, scientific and business interest.

As of now most tools and systems used to create information are not built for coping with-terg
requirements of keeping information safe and accessible. Inste@aplementations separate the shert
term and longterm management of information into different systepfer examplebusiness and records
systems on one hand and archival systemshenother (Figure5).

Capture Ingest At memory
Create m f institution
IS b
Record | /oo .
Migratt
X Business ( Archival
Receiv|
Syste Systems
| Reuse /) W] [ e Acces
~ IGI

-

Figure5: Information flowbetween live and archival systems

Seamles#\ccess
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The implication fordata owners andsystem managersis that information which has to be kept for
extended time periods needs to be exchanged between a set of different locations, including archival
systems:

1 as effectivey as possible
1 without endangering the authenticity and integrity of the informatjon
1 andwithout limiting the possibilities for discovering and reusing itifermation.

As such, what we need in order to make the kegn availability of crucial information possible under
(usually limited) resources is a set of principles which allow exchanging information in a common way
across the systems participating in archival wionké and processes, i.e. create a set of IP interoperability
specifications. For the Common Specification we have identified the following interoperability scenarios
(Figure6):
1 Export of data and metadata from source systems and transfer to SIP creation tools (or directly, as
an SIP, into preservation systems);
1 Transfer ofSIPbetween SIP creation tools and preservation systems;
1 Exchange of preseation systemplatform where all AIPs need to be migrated into new
technological platform;
1 Distributed storage and synchronisation of AIPs between multiple (technologically different)
preservation systems;
1 Exchange dDIPsbetween preservation systems amadcess platforms or portals;
1 Exchange of DIPs between various access platforms of portals.

Figure6: Archival workflow and tool ecosystem

As of 2014 (the start of the-EBRK project) the state amteroperability in digital preservation was rather
poor. While national or institutional practical implementatitevel specifications existad serve the need
for IP packaging and exchandbese were by large not interoperable with each oth®n the ontrary,
available and widely used international specifications (most notably MENS PREMIY lack the
necessary implementaticlevel detail, neededn order to serve as an authorative sourder practical
interoperability.

? http://www.loc.gov/standards/mets/
10 http://www.loc.gov/standards/premis/
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This situation has a remarkigbeffect on the cost of digital preservation. Namely, the tools developed in
individual institutions are not reusable across institutional and state borders and therefore need to be
redevelopedat each single location. Globally, this raises the cost gifadipreservation to a level which
makes it not affordable for smaller institutions and, at the same time, does often not allow developing
tools which would be sufficiently mature, uskiendly and prone to errors. As well, the multitude of
national or nstitutional specifications does not allow internationally active source system providers (e.g.
Oracle, Microsoft) to build a single native archiving functionality into their products, meaning that there is a
need for bespoke development (and therefore addcost) for each installation of these source systems
across all sectors arabuntries.

To overcome these limitationhis document proposes aniversalcommon specificationwhich can be
implemented across borderdor how data and metadata should be structured and packaged when
transferred to archival systemingested andpreserved in theseand reused. Such a specificationill

allow dataowners to build standardised interfaces file export of their data regatdss of the archives in
question; and digital archives to build standardised interfaces for data ingest and access, regardless of the
data providers and users in question.

Further, the aim of the common specification is to be sufficiently detailed anknteal to allow for
extended collaboration in regard to software development and pooling. Ideally the tools which implement
the common specification for data export, transfer, ingest, preservation and reuse are exchangeable
between institutions and admirtiations with minimal effort Thisin turn shall leadto a significant
decrease inresources needed fronany single institution and at the same time opens up an extended
market for commercial software providers.
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3. Requirements folCommon Specificatiotnformation Packages

At the heart of any standardisation activity is achieg a common understandingf what needs to be
standardised and for what purposeThis is also the goal of this chapteshich presents a series of high
level requirements for an Infmation Package. Most of the requirements are driven by the need for
interoperability ¢ the Information Packages built according to the requirements need to be easy to
exchange, identify, validate arfck)use.

Another crucial factorto take into accounts longterm sustainability.Practical technical and semantic
interoperability is possible only when a certain set of technologies have been agreed upon and
implemented. However, especially in the field of digital preservamy technology will beomeoutdated
sooner or later andagreed approachewill need to be updated to accommodate new, better and more
efficient technologies and standardBecause of this, theevelopers of this Common Specificatibave
reused, as much as possihlexistingpowerful, standardised and wedistablished best practicefor the
technical implementation ofminformation Package (see Part Il of this documéeTit)js does not mean that

the technical implementationwill not need to be changed, only that the need witlse later rather than
sooner. Sq to achieve longerm sustainability of the Common Specification, we predegibw a set of
genericrequirementswhich must be followed when updating any of the technologies used in a technical
implementaion at any givemoint in time.

Ultimately the requirements below present a conceptual view of an Information Package, including an
overall IP data model,and use of data and metadata.nAimplementation of this conceptual view is
presented laterin Part llof this documet.

The requirements are described in a straightforward \gaach requirement has a sequential number and

a short description. The description includes always a MoSGHYST/MUST NOT, SHOULD/SHOULD NOT,
COULDWOULLD prioritisation statementt. The shortdescriptionof each requirement is followed by
rationale which describes the reasand backgroundor the requirement.

3.1.General requirements

Requirement 1.1it MUSTbe possible to include any data or metadata, regasdlof its type or format,
Common Specificatidnformation Package.

CKA& A& 2yS 2F (GKS Yz2ad ONHzOAIf NBdANBYSyida 27
technical implementations of the Common Specification MUST NOT introduce limitations or restrictions
which ae only applicable to certain data or metadata typHsan Information Package definition fails to
meet this requirement it is not possible to use it across different sectors and tthaseby limiting
practical interoperability.

Requirement 1.2A Comma Specificatiotnformation Packag®USTNOT restrict the meansethods or
toolsfor exchanging it.

" For more information on the MoSCoW method see for exaniplgs:/en.wikipedia.org/wiki/MoSCoW_method
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Tools and methods for transferring Information Packages between locations are constantly evolving. It is
alsopossiblethat different methods might be prefred especiallyor packages of varying sizes. In order to
achieve that a Common Specification Information Package is truly interoperable across different platforms
it therefore MUST NOT introduce limitations or restrictions which would be impossible tmdi by
specific information exchange tools or channels.

As suchthe Common Specification doesdso not define therequirement to use a particulartransfer
package or envelope. The scope of the Common Specification is limited to the structure andmeaqtsre

for data and metadata within the package. Different implementers are welcome to choose their own
methods on top of the Common Specification.

Requirement 1.3The Common Specification MUSDT definghe scope oflata and metadatavhich
constitutesan Information Package

One of the fundamental principles of the Common Specification is that it MUST allowinetagldual

repositoryto define the(intellectual) scope of an Information Package and its relations to real life entities.

As such, any implementation of the Common Specification MUST be equally usable for packaging the

content of an whole information system (for example an ERMS) as an single IP; or when extracting only one

record and its metadata from the information systemdapackaging as an single IP (or anything between

these two extremes).

Out of the previous we can also derive thatCammon SpecificatioMUST NOTdefine whether for

examplea SIP should comfm to exactly one or many AIPs. Instead the Common Spemifiddt)STallow

F2N) GKS AyOfdaAaAz2y 2F alyeidKAy3d GKIG KB AYVERBYSZFHUBNMY gRyGa G2
(2-1; 1-n; n-1; n-m) relationships between SIPs, AlPs and DIPs

Requirement 1.4A Common Specificatidnformation Package SHOUR® highly scalable.

One of the practical concerns for Information Packages is their size. Many digital repositories have
problems with data objects and metadata of increasing sizes, making it especially difficult to carry out tasks
related to data or metadta validation, and identification and modification.

Consequentlyjt is our recommendation to provide for appropriate scalability mechanisms (for example:
mechanisms for splitting larggcale data or metadata) when devising any implementation for therGam
Specification.

Requirement 1.5A Common Specification Information Packktig¢ST be machineadable

To support the goal of automating ingest, preservation and access workflows each of the implementations
of the Common Specification must be machawionable This means that decisions about the use of
metadata syntax and semantics as well as the physical structure must be expressed explicitly and in a clear
way. This, in turn, allows the specification to be implemented in the same way across ditfeslnand
environments.

Requirementl.6: ACommon Specificatidnformation Packag&HOULD be humaaadable

Inlongd SNY LINBaASNBIGA2Yy ¢S fa2 ySSR G2 GF1S Ayd2 002dzyd GKI
be found long after details about thmplementation are gon@and no tools to access the package are
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available For these scenarios it is crucial to ensure that the structure and metadata of the Information
Package are understandable with minimal effort by using simple tools likedé@rtrsand file viewers

In practice this means that any implementation of the Common Specification should ensure that folder and
file naming conventions allow for the human iddit@tion of package components, and that the semantics
of the package is explicit

Requirementl.7: A Common Specification Information Packkti¢STsupport the preservation method
best suited for the data.

Different preservation institutionand different types of data neei usedifferent methods for longerm
preservation; migratiorand emulation being the most usual choicAommon Specificatioimformation
Package MUST N@iiescrbe the use of a specific preservation method but instead allow to document
and/or add any data or metadata which is needed for any method.

3.2.Identification of the Information Package

Requirement 2.1Thelnformation Packagégype (SIP, AIP or DIRJSTbe clearly indicated

One of the first tasks in analysing any Information Package is to identify its current status in the overall
archival processTherefore any Information Package must explicitly and uniformly include metadata which
identifies it as a SIP, AIP or DIP.

Requirement 2.2The Information Package MUST clearly inditia¢eContent Information Tygs)of its
dataand metadata

As statedn Requirement 1.5 Common Specification Information Package must be able to include any kind
of data and metadata. At the same time we have introduced in earlier chapters the concept of Content
Information Types which allow users to achieve more detailutrol and finegrained interoperability. As

such, any Common Specification Information Package MUST include a statement about which Content
Information Type specificatige) has been followed within the Information Package, or on the contrary,
indicate dearly that no specific Content Information Type Specification has been followed.

The practical implicatioof requirements 1.1, 2.1 and 2i&that if thesehave beerfollowed we can in fact
developmodular identification and validation tools and workflows. While generic components can carry
out high level tasks regardless of tBentent Information Typeit is possible to detect automatically which
additional contentaware modules need to be exeedt

Requirement 2.3A Common Specification Information Package MUST bear an identifier which is unique
and persistent in the scope of the repository

In order tomanage a digital repositognd provide access serviceach Information Package stored in the
repository MUSTbe identified uniquelyat least within the repository. At the same tima Common
Specificatiorimplementation MUST NOimit the choice of the exact identification mechanism, as long as
the mechanism is implemented consisterttyoughoutthe repository.

Pagel8of 57
Common Specifation for Information Packages



DLM Archival Standards Board

Requirement 2.4A Common Specification Information Package SHOULD bear an identifier which is globally
unique and persistent.

In addition to the previousequirement,it is recommended that the identification mechanisrsedat the
reposibry provides for global uniquenessd persistencef Information PackagéDs. The application of
globally unique and persistent identifiers allows repositories to participate more easily iriostisstional
information exchange and reuse scenarios eample participation in national or international portals, or
crossrepository duplication of AIP preservation). However, the Common Specification MUST NOT limit the
choice of the exact identification mechanism.

Requirement 2.5All components of a Coman Specification Information Packa)STbhear an identifier
which is unique and persistewithin the repository

As stated above, a Common Specification Information Package MUST be flexible enough to allow for the
inclusion of any data or metadata depend on the needs of the repository and its users. As well, an
Information Package might include additional support documentation like metadata schemas, user
guidelines, contextual documentation elRegardless of whiciind how manyomponents constitute éull
Information Packageall components MUST bear a unique and persistent identifier walichvs for the
appropriate linking oflata, metadata andll other componentsThis, in turn,is one of the most crucial
aspectdowards achievingn interoperable way towards maintainipgckage integrity.

It is also worth mentioning that in any implementation it is only necessary to achieve identifier uniqueness
and persistence within an individual Information Package. If this is the case, repesite uniqueness is

easily achieved when combining the package ID (unique according to requirement 2.3) and the component
ID.

Note: The components of a Common Specification Information Packageleenedn more detail in
chapter3.3.

3.3. Structure of the Information Package

Requirement 3.1A Common Specificationformation Package MUSE built in such a way that its data
and metadata can be logically and physically separated from one another.

At the highest level each Information Package can be divided into data and metadataer to minimise

the effort needed for the identification rad validation of both, and to simplify loigrm preservation
actions it is reasonable to clearly separate data and metadata. This allowexgmple, ingest toolso
streamline and separatenetadata identification and validation tasks, and file formagntfication and
normalisation.Throughout longerm preservation such a separation allows also to update respective data
or metadata portions of an Information Package without endangering the integrity of the whole package.

Requirement 3.2The structureof the Information Package SHOULD allow for the separation of different
types of metadata

In addition to the previous requirement it is recommended to explicitly divide metadata into more specific
components. While the definitions of metadata types varjoa between implementations it is our
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recommendation to divide metadatéogically and physicallgt least into descriptive angreservation
metadata

Requirement 3.3The structure of the Information Packalgie) STallow for the separation aflata and
metadata representations.

The concept of representations is one of the fundamental building blocks in digital preservation. As
technologies evolve and get obsolete, data and metadata is constantly updated in order to ensure long
term accessibilitytherefore ceating new versions or representations of the data and metadata

Expressingepresentationswithin the logical and physical structure of an Information Package helps
institutions toexplicitly understand the various states of the information throughosiifecycle, therefore
improving also the ease of loigrm management and reuse of the information.

Requirement 3.4The structure od Common Specificatidnformation Package MUSKplicitly definghe
possibilities for adding additional logicamporents into the Information Package

In addition to data and metadaténstitutions might have the need to include additional informatiaran
Information PackageFor example, implementers might decide that XML Schemas about metadata
structures and additinal binary documentation about the original IT environmbateto be added to the
package.

If this is the casethe Common Specificatioimformation Packag®USTNOT limit which components can
constitute an Information Package, and MUSTer clearly dehed extension points for the inclusion of
these additional components into the Information Packaljethe same time these extension points MUST

be defined in a way which does not interfere with other components (i.e. the extension points MUST be
clearlyseparated from other components of an Information Package).

Requirement 3.5A Common Specification Information Package MUST falloswmmon conceptual
structureregardless of its technical implementation

Based onrequirements3.1 ¢ 3.4 we now present a common structure for any Common Specification
Information PackageF{gure7).
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Figure7: Conceptualstructure of the Common Specification

FollowingRequirement 3.&he structure separates explicitly the representations of data and metadata into
a separate structural component.

Following Requirement 3.1he package MUST include a highrel structural component for metadata
which includes at least relevant metadata for the whole pack&geadditionthe representations MUST
internally separate between data and metadata (though note that the Common Sja¢iofi does not
mandate that both data and metadata must be available in all representations).

In additionwe highly recommendlividing the metadata portion of the Information Package to separate
different types of metadat§SHOULD Requirement 3.2)

Folloving Requirement 3.4repositories and their users have the possibility to add any additional
components (as an example for schemas and binary support documentation) either as extensions to the
whole Information Package or into a specific representation

This common structure MUST be followed throughout any specific physical implementation of the Common
Specification.

Requirement 3: A Common Specificatidnformation Packag®UST be implemented by one and only one
implementationat any point in time

The conceptual structure presented above can be implemented in various wafm example the
components might be defined by accompanying package metadata or explicitly throygtysical
structure.However, it is not reasonable to have multiple (competingplementations available at once as
this would lead to unnecessary complexity in developing towsded for creating processig and
managingnformation Packages.
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At the same time it is clear that any given technical implementation will become obsoldime, for
example as new transfer methods and storage solutions emehgesuch this requirement does not
prohibit the takeup of any emerging logical of physical technical solutions but merely requires to have one
and only one of these to be implememt&t any given point in time.

At the time being, the Common Specification mandates a fixed physical folder strysese®@apter
¢pNEHSH 9A & the imemania®oh df thid gnd thedrevious requirement.

3.4.Information Package Metadata

Requirement 4.1Metadata in a Common Specificatibrformation Package MUSE based on standards.

In order to exchange, validate, process and reuse Information Packages in an interoperable and automated
way we need to standardise how crucial metadata presented in the packagéQucial Y S i | Rwel | £
see mainlyas the core information about how thegackagecontent has been created and managed
(administrativeand preservatiormetadata), explicit descriptions about of the structusé the package
(structural metadata) and the technical details of the déitemselvegtechnical metadata).

In order toensure that thesemetadataare understood and implemented in a command interoperable
way in any Information Packagthe use of established and widely used metadata standaisishighly
recommended.

In the current implementatiom largeproportion of such metadata is covered bye widely usedMETS and
PREMIStandards (see Chaptéy.

Requirement £: Metadatain a Common Specification Infeation Packag&USTallow for unambiguous
use

Many metadata standards support multiple options for describing specific details of an Information
Package. Howeversuch interpretation possibilities can also lead to different implementations and
ultimatelyto the loss of interoperability

To overcome thisiskthe Common Specificatiarquires that, while developing a specific implementatipn
the chosenmetadata standardMUST beeviewed in regard to potentismbiguity. If needed, the selected
metadatastandard MUST be further refined to meet the needs of interoperability and automation

Requirement.3: A Common Specification Information Packkti¢gSTNOT restrict the addition @y
additional metadata.

Previous requirements state the importance of iig controlled administrativepreservation,structural

and technical metadata for interoperability purposes. At the same time the opposite applies for other types
of metadata, most prominently for resource discovery (also called descrigiiv@yntent Ifiormation Type
specific technical and structuratetadata In order to not limit the widespread adoption of this Common
Specificationit has to be possible for any implementer to addy metadata next to the mandatory
metadatacomponents needefbr package levedutomation and interoperability.
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In case organisations need to prescribe further details about descriptiv€oatent Information Type
specific metadata for a deeper level of interoperability it is possibleise the mechanism ofContent
Information TypeSpecifications described above.

To summarise the requirements aboveorh a more technical perspectivéhe Common Specification
foresees a modular approach towarkigormation Packagmetadata:

1 All Information Packages share a common cofemetadata which allows for the common
development of higHevel package creation, validation, identification and reuse tools;

1 The rest of the metadata in the Information Package might follow additional agreements which
have been made in order to develgpecific toolssuch asfor example tools to managerchival
descriptions in EADor for specificContent Information Type like relational databases in the
SIARD2 format.
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PART Il: Implementation of the Common Specification

In this part of the documenive present anmplementation of the requirementsral principles discussed

Part | ofthis Common SpecificatioiThe implementation consists of two core elements: a fixed physical
structure of a Common Specification Information Package (Chdptand the exact use of metadata in
METS and PREMIS format (Chapjer

As explained above, any implementation is destined to be outdated sooner or later. However, the creators
of the Common Specification have made their best effort to reuse already available best practices and
established car standards, and to carry out intensive discussions within the digital preservation
community. All of the above should guarantee that the implementation can be used with only minor
updates (for example minor updates to metadata elements) throughout thé feexdecades.

4. Common Specification Information Packag&ucture

The implementation of the conceptual model describedReaquirement 3 is a fixed physical (folder)
structure which follows exactly theomponentsconceptual structure.

The main reason fosuch an implementation decisios thata fixedphysicafolder structuremakes it clear

for both human users and tools where to find whahe mainbenefit of such a cleadecisionis that many
archival taskqfor example file format risk analysis) cae executed directlyn the data portion of the
package structure, as opposedftst procesing potentiallylarge amountof metadatafor the locations of

the files. This, in turn, allowfer more efficient processing/hich is valuablén the case ofarge collections
and bulk operationsin short, we believe that a fixed folder structure allows for more efficiency and
scalability.

The authors of this specification are well aware that thereratdtiple data storagesolutionswhich do not
support expicit folder structuresbut use other means for structuring and storing (the content of) AIPs
However, wewould like to note that the purpose of this specification is to support Information Package
interoperability. As such wéelieve that even ifa storag@ solution does not allow implementing the
physical folder structure as the native AIP storage structure, it is still possilneptementthe physical
structure described belowfor SIPs, DIPs and the import/export of AlRhile the repository needs to
support an extra transformation (i.e. Common Specification IP to internal AIP and vice versa), it allows still
to use the tools created by other users of the common specification, tradgfesmore easily to new
repository systems or storage solutions, asfablish crossepositoryduplicatedstorage solutions.
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4.1. Folder structure of theCommon Specification Information Package

The Common Specification Information Packafpdder structure is presentedn Figure 8 below. The
structure follows directly the principlesf the conceptualdata model by dividing the components of the
package into standlone folderdfor representationsmetadata, and other@mponents

[ METSxml__ ] |

metadatal |

L

Figure8: Common Specification Information Package folder structure

Theimplementationrequirements of theCommon Specification Information Packageicture are:

1 EachCommon Specification Information Packdde&dSTbe included in a singlghysicalfolder (i.e.
GKS aLYyF2NNI (ADPIA other Woyds: DS thefagheR SiNiEtural level a Common
Specification IP MUST consi$ one and only one folder

1 The Information Package folder SHOULDnbened with the ID omame of the Information
Package

1 The Information Package folder CAN be compressed (for exdmpking TAR or ZIP);

1 The Information Package foldstUSTinclude a metadata filmameddMETS.xnd, which includes
information about theidentity and structureof the package and its componefts

1 ¢KS LYyF2N¥FaGAz2y tIFO1F3S

least all metadata relevant for the whole packabe
o If preservation metadataare available, theySHOULDbe included in suifolder

AINBaSNDI A2y E
o If descriptive metadatare available they SHOULDe included in sutfolder R S & ONJR LJG A &S ¢
o If any other metadataare available,they CANbe included in separate stfblders, for

examplean additional folder namedotheré ®

2 For a detailed description of the content of the METS.xml file please consult ctfapter
Bra + 02y Ofefadata® yT 2KBSNI a! {¢ 65 LINBasSyd
example for a SIP).

SOSy AT GKSNB ArAa y2
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f The Information Package folder MUST include a folder naiNgsl LINS A Sy G G A2y &aé

0 ¢ K %eprésentationg F SMUETBIdIde a subolder for each individual representation
OADPSd GKS & NBLINGEmeS ywith @& Asging udi@dlyRiBeNtiying the
represeriation within the scope of the packag¢for example the name of the
representation and/or its creation date could be good examples for an representation sub
folder)**;

0 The representatioriolder MUST includa sub¥ 2 f RS NJdafak YBRA ®K Ay Of dzRSa |t RIGI
constituting the representatiof?;

0 ¢KS NBLINBaSyGlradAz2y T2t RSNJ /!b AyOftdzZRS | YSGFRFGFE FAES
information about the identity and structure of the representation;

0 The representation folder CAN include a§u2 f R S NImgtadats8 Rhicli CAN include
all metadata about the specific representation

1 Thelnformation Package folder and representation folder CAN be extended with additional sub
folders:

0 We recommendncludingXML Schemaor all metadata in XML format intthe package.
Thes schemasSHOULDbe placed into thesubfolder called éschemas within the
Information Package folder

0 We recommend including all additional (binary) documentation about the whole package
or a specific representation into the package. Such documentati@®&B be placed into
the subfolder calledéR 2 O dzY Sy dvikhiih #hé Wiférmation Package folder and/or the
representation folder;

o Implementers CAN add any other folders either into the Information Package folder or the
representation folder.

4.2.Implementing thestructure

The requirementgpresented in chapted.1 leave roomfor quite a few decisions duringnplementation.
For the sake of clarity we provide here examples for two extrem#®e simplestand the full use of the
structure.

In the simplescase the structure can be implemented followimgstly justthe MUST requirement#n
example of this is visible dfigure9.

14 Note that the structuredoes notrequire the inclusion of all representations in a single pgekaf institutions prefer

to keep different representations as separate packages they are welcome to do so. However, to allow for consistent

22t adzdpiashdiations&k STt RSNJ a! {¢ 0SS I @Attt o0ftS IyR GKSnylYAy3d F2tit26SR SO
exists in each individual Information Package.

'3 For the time being the Common Specification supports only full representations (i.e. all data constituting a

NBLINBaSy Gl dAazy a! {¢ 0S5 daBiIt ACEURIHMNDr padial resknéafiofs (ie.fati KAy (G KS a

intellectual full representation consists of multiple physical representations) is expected to be available by 2018.
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| [
TS ] [see]
[ |
[ descripivel | [ preservation’ | | representaiionl’ | [ representationz/ |
I—{ EADxmi | |~{PREM.‘S.mJE| I_( datar | I_( datar |

Fila{.doc Fila1. pdf

FilgZ.doc File2 pdf

Figure9: Example of a simple use of the Common Specification structure

The mainpoint to highlight with such a simple use is that the representations have been kept as simple as
possible. All metadata about both the package and the representations (in this exariil&,MEAD and
PREMIS metadata) are located in the Information Package folder and none of these components are
available within the representation folders.

Such a simple implementation is reasonable in scenarios where the amount of data and metadata is
limited. However,in the case of large Information Packagésr example a package including three
representations and1,000000 files in one representation) the size bbth the METS.xml file and
preservationmetadata can grow todargeto manage efficientlyEspecially in such large data scenarios it
might prove necessary to implement all the capabilities of the structure presented in the previous chapter.

An example of the full implementation is deliveredRigure10. The main difference between the simple
and full use of the structure is that each representation does essentially repeat the simple structure.
Especially structural and preservationetadata in METS and PREMIS formats is available in both the
Information Package folder (for package level descriptions) and within representation folders (for
representation level descriptions). As such the full structure allows for easier managemeingtef s
representations and brings further benefits like more straifgittvard metadata versioning.

It is worth to note that, in order to avoid confusion, it is recommended to have a common approach
towards adding metadata into representations or not. In ethwords, we recommend having all
representationrelevant metadata either in the root metadata folder or the representation metadata
folder, but not to have a mixed approach (i.e. some representation metadata in the root metadata folder
and some within theepresentation). Further, we do not recommend the duplication of any metadata or
the content of optional folders (schemas, documentation, etc.) between the Information Package folder
and representation folders.
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IP_577_3d4E_2/
| | l
METSxml | [ mefadatal | representations/ | documentation/ |
| descriptive’ | [ preservations | | [l | [
Submission
EAD.xml | PREMIS1.xml | H METSxml | Process. pdf
DC.xml_| PREMISZ.xml_| tadatal

PREMIS_R1xml

File1.doc

File1_pdf

File2.pdf
DOC-format-spec.pdf | PDF-format-spec.pdf_|

Figurel0: Exampe of the full use of the Common Specification structure
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5. Use ofmetadata
5.1.General requirements for metadata in @ommon Specificatioinformation Package

The number one consideration when discussing metadata requirements is, as with the rest of this
specfication, the need for interoperability. In more detail, the focus da highlevel technical
interoperability andtasks which allow an Information Package to be prepared, transferred and received
regardless of the institutions and toolsvmlved. Thes¢asks include

Identifying uniquely an Information Package and its components
Validating an Information Package;

Validating the contents of an Information Package;

Proving the authenticity of the Information Package

Accessing the contents of amformation Package.

= =4 =4 4 -4

In more technical terms this Common Specification makes an effort to control metadata which allows any
tool or user to negotiate the data and metadata components of the package (i.e. packaging metadata), to
validate that no componentds come to harm during transfer or preservation (i.e. fixity informatiom),
understand the processes behind the creation and management of the package (i.e. provenance and
preservation metadata) and finally to understand how the data within the packagkl de accessed (i.e.
representation information).

Most crucially, we regard descriptive metadata and most of detailed technical metadaiat teelong in
the scope of the Common Specificatidxs such, the Common Specification itself does not aim twigeo
detailed semantic interoperability between different systems. However, as noted in chdpgr
implementers are welcome to use the constradtContent Information Type Specifications to achieve an
even higher level of interoperability.

Some of the core metadata requirements are already visible from the structure presented in the previous

chapter. Most crucially th€ommon Specificatiorequiresthat all Information PackagedUSTinclude one

and only one METS file in tieformation Package folde2 ¥ G KS LJ O1 1 3Ss suHit6&R &da9¢{ PEYEf £ d Ly
the packageCANincludeoneda 9 ¢ { PEY é OF thé rEpredeptatidhfoldefs These files will be

NBFSNNBR (2 |a daNRB20 a9 tespectivelyinRhe destRt INSdo@iyiantThéA 2y a9 ¢ { ¢

detailed specification of using METS within the Common Specification is available in Gtapter

In additionto the METS filethe Common Specificatiorecommendghe inclusion ofPREMIS metadata in
appropriate preservationmetadata folders.This is especially relevant when aimifay an interoperable
approach towards provenance and access to Information Packages. However, we recognespdwally

in the case of SIPappropriate preservation metadata is not always ava#a As such this is also not an
absolute requirement thouglhighly desirable The detailed specification of the use of PREMIS within the
Common Specification is available in Chaptdr

The use of any addénal metadata is not restricted iBommon Specificatiomformation Packages
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5.2.General requirements for the use of metadata

Before we describe the detailed requirements for the use of METS and PREMIS we would like to highlight
some general aspects whichetkto be implemented commonly across all metadata.

1 The use ofdentifiers

The ID data type in XML does by default not allow for identifiers which start with a number. To
overcome this limitation and in order to allow for interoperable package identiGioatall
identifiers within Common Specification metadata MUST start with an identifier prefix, followed by
a colon, and the actual value of the identifier.

ExampleDBJID="UUID:5d37886 - 28al- 41d8- a2b9- 264b10fbd511 "
Referencingbetween fileswithin a Common Specification IP

A common approach towardeferencing between metadata, and between metadata and other
components of the package, is one of the core needs in Information Package validation and
integrity checking. Different technical salois are available for referencing and not all of these are
supported across all digital preservation tools.

In order to guarantee interoperability all references within a Common Specification Information
Package

o /'b AYRAOIGS GKS), inich @ae2he pallll$be exgrebsed aS/xlid Kk €
URI according to RFC 3486

o If the protocol part is omitted, the path MUST be interpreted as a relative reference to the
metadata file from which the reference originates.

Examplexiink:href  =émetadata/descriptive/EAD.xml 2

Referencingother packages

As withinternal referencing it is crucial that external references to other related packages are
expressed in an interoperable manner. As such all references to other Common Specification
Information Packages MUST use the value ofntie¢és/@OBJI@ttribute of the package.

5.3.Use of METSn aCommon Specificatiotnformation Package

The main requirement for METS filesasirCommon Specification Information Packégéhat these need to
follow the official METS Schermarsion 1.11. As new versions of METS Schema become available the DAS
Board will evaluate these and, if necessary, update the Common Specification respectively.

16 Available ahttps://tools.ietf.org/html/rfc3986
7 available &http://www.loc.gov/standards/mets/version111/mets.xsd
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The followingtext assumes knowledge of the principles of the METS specifications. If this is not the case,
please consult the official documentatibefore continuing.

The rest of this chapter is structured according to the core METS elements: METS root atestgnt
header amdSecdmdSecfileSeg structMap, and behaviourSecin each of these sections wepdain in a
concise way limitationsmposed by theCommon Specificatioimplementation when compared to the
official METS documentatioAlsq differencesbetweencreating aroot MET Sile andrepresentation METS
file are described when relevant.

All names of elements and attributes below are expressed using the XLink notatioeldirent/sub
element/@attribute

5.3.1.Use of the METS root eleme(glementmets)
The purpose of the METS root element iglescribethe container for the information beingtored and/or
transmitted, which is held within the seven sections of the METS file. The root element of a METS
document has five attributederived from the official METS specification aek attribute added for the
purposes of this Common Specification

In addition to these six attributes the METS root elememdts MUST define all relevant namespaces and
locations of XML schemas using the@xminsand @xsi:schemal ocatioattributes. In caseXML schemas
have been included into the packageA ®S & LI I OrfeiRas foldel) 2 is i@dorBmended to link to
the schemas using thelative pathof the schema fil€i.e. schemas/mets.x9d

The specific requirements for the root element and its attributes are described in the following’table

METS root elemen{ mets The root level element that is required in a| 1..1
METS documents

RootID mets/@ID Optional, no further requirements 0..1

ContentID mets/@OBJID Mandatory in thisspecification. It is 1.1

recommended that it be the same as the
name or ID of the package (the name of th
root folder). The OBJID must meet the
Common Specification requirement of bein
unique at least across the repository

Packageame mets/@LABEL Optional, if used should be filled with a 0.1

humanreadable description of the package
General ontent mets/@TYPE Mandatory in this specification. The TYPE| 1..1
type attribute must be used for identifying the

type of the packagégenre), for example

18 Available ahttp://www.loc.gov/standards/mets/metsschemadocs.html

¥ please note that here and in similar tables in next-shipters we list only these METS elements which have been
further restricted within EARK (when compared to the official METS schema docuriensy. Implementers can use
all other METS elements not listed in the tables according to their best practices and the official METS schema
documentation.

Page31of 57
Common Specifation for Information Packages


http://www.loc.gov/standards/mets/mets-schemadocs.html

DLM Archival Standards Board

ERMS, RDBMdigitised construction plans.

However, there is no fixed vocabulary and
such implementers are welcome to use
values most suitable for their needs.
Content @CONTENTTYPESP| An attribute added by this specification. It | 0..1
Information Type FICATION describeswvhich contentinformationtype
Specification name specification is used for the contetalues
of the attribute are fixed in the following
vocabulary:

. SMURFERMS

. SMURFSFSB

. SIARD1

. SIARD2

. SIARDDK

. GeoVearGML

. GeoRasterGeotiff

~NOoO O~ WN P

NB The vocabulary is extensible as additio
contentinformationtype specifications are
developed.

MET Srofile @PROFILE Mandatoryin this specificationThe PROFIL| 1..1
attribute has to have as its value the URL
the officialCommon SpecificatioMETS
Profile”.

Full example of the METS root element

<mets xmins:xsi ="http://www.w3.0rg/2001/XMLSchema -instance "

xmns:xlink =" http://www.w3.0rg/1999/xlink " xmlns =" http://www.loc.gov/IMETS/

PROFILE" http://www.eark - project.com/METS/IP.xml " TYPE"RDBMS CONTENTFESPECIFICATION" SIARD2
OBJID="UUID:5d378f86 - 28a1l- 41d8- a2b9- 264b10fbd511" LABEI="METS file describing the AIP matching

the OBJID. " xsi:schemalocation ="http://www.loc.gov/IMETS/ schemas/IP.xsd

http://www.w3.0rg/1999/xlink schemas/xlink.xsd ">

5.3.2.Use of the METS headé&lementmetsHdi)
The purpose of the METS header section is to describe the METS document itself, for éxtampégion
about the creator of the IP.

The requirements fothe metsHdrelement its subelements and attributes are presented in the following
table.

The official METS profile is currently (December 2016) being prepared. Until it is availablecéteofsler value to
be used it K (i (i LIY k klaMB53PBO N®O2 YKk a9 ¢ { kLt PEYTE ¢
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METS Header

metsHdr

Element for describinthe package itself

i

METS Header ID

metsHdr/@ID

Optional, no further requirements

i

Administrative

metsHdr/i@ ADMID

Optional, referring to the appropriate

Metadata ID administrative metadata sectigif usedfor
metadata about the package as a whole.
Package creation | metsHdri@ CREATED]| Mandatory, the date of creation of the .1
date TE package
Package last metsHAri@LASTMOD| Mandatory if relevant (in case the package 0..n
modification date | DATE has been modifid)
Package status metsHAri@RECORDSY Optional, no further requirements 1
ATUS
OAlS9nformation metsHAri@PACKAGE| An attribute added byhe Common W1
Package Type YPE Specificatiorfor describing e type of the
IP.The vocabulary to be used contains
values:
T SIP
1 AIP
1 DIP
1 AU
T AIC
The vocabulary is managed by the DAS Bo
and will be updated when required.
Agent metsHdriagent ThemetsHdmust include at least one ager| 1..n
describing the software which has been us
G2 ONBIFGS GKS LI Ot
wh[9Té/ w9! ¢hwé
hel 9we, t9ré{hcez1 w9
Description of all other agents is optional.
Agent ID metsHdr/agent@ID | An ID for the agent. A
Agent role metsHdr/agent/ @ROL The role of the agenThe Common W1
E Specification requires describing at least o
agent with theagent/ @ROLEalue
a/ w9l ¢hweé¢ P
For other (optional) occurrences afjent
this attribute shall usa value fronthe fixed
list provided by METS.
Other agent role | metsHdr/agent/@OTH A textual description oftte role of the agent| 0..1
ERROLE in casethe value ofagent/ @ROLIS
aht¢l 9weé ®
Agent type metsHdr/agent/@TYP| The Common Specification requirthsit at W1
E least one instance of thagentelement

includesthe agenf@TY PRttribute with the

Zvalues areCreator, Editor, Archivist, Preservation, Disseminator, Custodian, IPowner, Other
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@ tdzS ahe¢l 9we @

In other occurrences of thagentelement
the attribute is optional. If used, values
defined inofficial METS documentation shg
be followed(dindividud¢, dorganisatiorn,
oother").

Other agent type

metsHdr/agent/@OTH
ERTYPE

The Common Specificatioaquiresthat at
least one instance dhe agentelement
includes theagent/ @ OTHERTY Rffribute
gAGK GKS @I fdS a{hcC

In other occurrenceshis attribute shall only
be used in case the value of agent/@TYPH
ahe¢l 9wé @

Agent name

metsHdr/agent/name

The name of the agenin the Common 1.
Specification occurrence of tlegent
element this element must provide the
name of the software tool which was used
create the IP.

Note about agent

metsHdr/agent/note

Additional information about the agentve
recommend using this element to provide
version information for the toolvhich was
used to create the IP.

Alternative ID for
content

metsHdraltRecordID

A container for an alternative ID for the
package content.

ID of alternative
record ID

metsHdr/altRecordID/
@ID

An ID for thealtRecordIBelement within the
METS document.

ID type

metsHdr/altRecordID/
@TYPE

Used to describe the type of ID assignkds
recommended to use the Library of Congre
vocabulary for this element when used.

METS document I

metsHdrimetsDocume|

Aunique identifierfor the METS document

ntID itself.

Document ID metsHdrimetsDocume| The ID of thenetsDocumenti2lement. 0..
ntID/@ID

ID type metsHdrimetsDocume| The typeof the identifierassigned to the 0..
ntID/@TYPE element.

Full example of thtMETSheader:

<metsHdr CREATEDAFR2015-11-18T15:50:14"

<agent TYPE"OTHER"ROLE"CREATOR"'OTHERTYRESOFTWARE"

<name>E ARK SIP Creator</ name>
<note >VERSION=0.0.1</note >

</ agent >
</ metsHdr>

L1 34-/$$ 1 4 W jeddesdsk 5K sz 2
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5.3.3.Use of the METS descriptive metadata sect{efementdmdSeg
The purpose of the METS descriptive data section is to embed or refer to files containing descriptive
metadata.

The Common Specification as such does not make any assumptions on the use of specific descriptive
metadata schemas. As such, implementers are welcome to use descriptive metadlateing any
standards inside a Common Specification package.

Joecific elemats for which the exact use is fix@dthin this specification are highlighted in the following
table.

Descriptive dmdSec Must be used if desiptive metadata about | 0..n
metadata section the packagecontentis available.

NOTE: According to official METS
documentation each metadata section mug
describe one and only one set of metadatq
As such, if implementers want to include
multiple occurrences of descriptive
metadata into the package this must be
done by repeating the wholémdSec
element for each individual metadata.
dmdSec ID dmdSec/@ID Mandatory, identifier must be unique withir| 1..1
the package
ID of metadata dmdSec/@GROUPID| Can be used to group together different | 0..1

group metadatasections.

Reference to dmdSec/@ADMID In case administrative (provenance) 0.1
administrative metadata is available and described within
metadata METS about changes to the descriptive

metadata, this element must reference the
appropriate ID of thedministrative
metadata section.

Date created dmdSec/@CREATED| Required by this specification. Creation daj 1..1
of the metadata in this sectiomeededto
track changes to metadata files.
Metadata status dmdSec/@STATUS | Status of the metadata. Recommendied 0.1
useto indicate currency of package. If useq
is recommendd to use one of the two

gl tdzSa a{!tow{9595¢
External metadata | dmdSec/mdRef Reference to the descriptive metadata file | 0..1
link stored in tf§ métadateé T2 f RS NJ

In each occurrence of thdmdSeexactly
one of the elements mdRef or mdWrap muy
be present. The Common Specification

recommends the use ohdRefovermdWrap
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Section ID mdRef/@I1D Unique ID for thendRefsection within the | 0..1
METS document
File mme type mdRef/@MIMETYPE | The IANAnediatype for the externafile. 0.1
File name mdRef/@LABEL A name for the referenced file. 0.1
File pointer mdRef/@XPTR Locates the point within a fil® which the | 0..1
mdRefelement refers, if applicableising
any valid XPointer scheme
Locator type mdRef/@LOCTYPE | Specifies the locator type used in the 1.1
xlink:href which points to the file.
Other locator type | mdRef/@OTHERLOC| Required whetmdRef/@. OCTYPE 0.1
YPE =h¢l 9wé @
Type of metadata | mdReff @MDTYPE Specifies the type of metadata in the linkeq 1..1
file. Values should be taken from the MET
list provided®
Type version mdRef/@MDTYPEVE| The version of the metadata type describe( 0..1
SION in MDTYPE
Othermetadata mdRef/@OTHERMDT The type of metadata when 0.1
type PE a5¢, t9réhel 9wé
File size mdRef/@SIZE Size of linked file in bytes 0.1
File creation date | mdRef/@CREATED | Date the linked file was created 0.1
File checksum mdRef/@CHECKSUM The checksum dhe linked file 0.1
Fie checksum type| mdRef/ @ CHECKSUM The type of checksum used for calculating| 0..1
YPE the checksum of the linked file
Link to embedded | mdWrap Wrapper for descriptive metadata 0.1
metadata files embedded into the METS document.
In each occurrence of thdmdSeexactly
one of the elements mdRef or mdWrap muy
be present. The Common Specification
recommends the use ahdRefovermdWrap
Section ID mdWrap/@ID Unique ID for the md/rapsection within the| 0..1
METS document.
Filemime type mdWrap/@MIMETYP| The IANAnimetype for thewrapped 0.1
metadata
File name mdWrap/@LABEL A name for theassociated metadata 0.1
Type of metadata | mdWrap/ @MDTYPE | Specifies the type &dfmbeddedmetadata. 1.1
Values should be taken from the MEIES
provided?®
Type version mdWrap/@MDTYPEV The version of the metadata type describe( 0..1
ERSION in MDTYPE
Other metadata mdWrap/@OTHERMI The type of metadata when 0.1

#Values available aré/ARC, MODS, EADC, NISOIMG, {&Y, VRA, TEIHDR, DDI, FGDGI, PREMIS,

PREMIS:OBJECT, PREMIS:AGENTISPREMTS, PREMIS:EVENT, TEXTMIBRIGHTS, OTHER. But notdhkat

Common Specificatiofand METS) expects PREMIS metadata o e amdSemot dmdSec

#Values available aré/ARC, MODS, EADC, NISOIMGGAV, VRA, TEIHDR, DDI, FGDC, LOM, PREMIS,
PREMIS:OBJECT, PREMIS:AGENTISPREMTS, PREMIS:EVENT, TEXTMIBRIGHTS, OTHER. But notdhkat

Common Specificatio@nd METS) expects PRIS metadata to be in tremdSeaot dmdSec
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type TYPE a5¢,t9réhe¢l 9wé
File size mdWrap/@SIZE Size ofssociated metadatim bytes 0.1
File creation date | mdWrap/@CREATED Date theembedded metadatavas created | 0..1
File checksum mdWrap/@CHECKSU The checksum of therapped content 0.1

M
File checksum typel mdWrap/@CHECKSU The type of checksum used for calculating| 0..1

MTYPE the checksum of thembedded metadata
Binary data mdWrap/binData Awrapper element to contain Base64 0.1
wrapper encoded metadata
XML data wrapper | mdWrap/xmldata Awrapper element to contain XML encode| 0..1

metadata
Example of the METS <dmdSec> elemesing <mdRef>
<dmdSec ID="D74f5dd4e | 0a83- 49d7- af50 - 21a4cc974744" > Kommenteeri: [KA1]:
<mdRef korda teha!!!

YI'LY L5

MIMETY P£application/xml"
ID="IDa9abe6db - 84eb- 4af3 - 9d45- ca235a959312"
MDTYPEEAD"
LOCTYPEURL"
xl ink:href ="file: /I metadata/descriptive/EAD.xml"
xlink:type  ="simple"
CREATE2015-11- 25T14:22:52"
CHECKS31868b7855¢94bb817af06bc969f7791b357c5e€22946981b8c18cc216384c25628"
CHECKSUMT¥"&HA: 256" />
</ dmdSee

5.3.4.Use of the MET&dministrative metadata sectionelementamdSeg¢
The purpose of the METS administrative data section is to embed or refer to files continingstrative
metadataabout the IP contenbbjects The Common Specificatiqand METS) categsss preservation
metadata as administrative metadatapecifically Digital Provenance metadata, hence all preservation
metadata should be referenced froadigiprovMDelement withinthe amdSec

TheCommon Specificatioallows both theembedding ofmetadatawithin the METS.xml file ankieeping
metadata in external files within the IP. Where preservation meta@aiiored in external filegxternal to

the METS filelt should bereferencedusing themdRefelement Embeddedmetadata isnvrappedusingthe
mdWrap element. Note that for scalability concerns the Common Specification recommends the use of
mdRefovermdWrap

The METSamdSecelement must include references to all relevant metadaither embedded or in
external filest 2 OF (0 SR A yetalladafpreSe@dtidRESPI (WK A alsotvabtheyat level METS.xml
file must refer only to the root levgbreservationmetadata and the representation METS.xml file must
refer only to the representation levelreservationmetadata.

The specific requirerants for theamdSecelement, its subelements and attributes are presented in the
following table.
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Administrative
metadata

amdS®c

In case administrative / preservation
metadata is available, it ust be described
using theamdSe@lement.

0..n

Admin metadata ID

amd®c/@ID

Unique ID for themdSeavithin the METS
document

0.1

Provenance
metadata

amdSec/digiprovMD

The Common Specificatisecommends the
use of PREMIS metadata for recording
information about preservation ents. If
used PREMIS metadata must appear in a
digiprovMDelement, either embedded or
linked. It is nandatoryto include one
digiprovMDelement for eactexternalfile in
i K Betatlata/preservatiore ¥ 2dr f&rS
each embeded set of PREMIS metadata

0..n

Technical metadata

amdSec/techMD

The use ofechMDis not recommended.
Instead, detailed technical metadata shoul
be included into or referenced from
appropriate PREMIS files

0..n

Rights metadata

amdSec/rightsMD

Optiond. The Common Specification
recommends including a simple rights
statement which describes the ovelrakcess
status of the package with the following
values

1 Open

1 Closed

1 Partially closed

1 Not known
However, the exact schema and element i
up toindividual implementations to decide

0..n

Source metadata

amdSec/sourceMD

Optional, no further requirements

0..n

The following attributes are available for use with each of the four specific metadata areas listeg
above(xxxbelow stands foramdSec/digiprovMPamdSec/techMPamdSec/rightsMxand

metadata.lf used must include one of the

amdSec/sourceMD
Metadata section | xxx/@D Mandatoryfor each of the four elements 1.1
ID amdSec/digiprovMPamdSec/techMD
amdSec/rightsMzandamdSec/sourceMD
Identifier must be unique within the packag
Metadata group ID | xxx/@GROUPID Optional, no further requirements 0.1
Reference to xxx/@ADMID In case administrative (provenance) 0.1
administrative metadata is available and described within
metadata METS about changes to the metadata
occurrence desdoied here, this element
must reference the appropriate 1D of the
administrative metadata section.
Metadata creation | xxx/@CREATED Optional, no further requirements 0.1
date
Metadata status XXX/@STATUS Recommended for describing currency of | 0..1
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| | two valuestsuperseded  @uxignté |

Metadata referenced in thamdSecshould be linked using eithendRefwhen the metadata is in
external files ormdWrapwhen the metadata is embedded within the METS tilee ofmdRefand
mdWrapis descibed under thedmdSe@bove and will not be repeated here.

Full example of the MEKamdSee element

<amdSec ID="ID1a57e479 - 20e2- 4e99- 868b- 88d0f816d109" >
<digiprovMD  ID="ID41d8bb3c - f7c1 - 4254- aadf - 825009314fb0" >
<mdRef MIMETYP£text/xml" xlink:href  ="file:metadata/ preservation /premisl.xml"
LOCTYPEURL" CREATED2015-11-18T15:50:14"
CHECKS28aa278038dbad54bbf142e7d72b493e2598a94946ea1304dc82a79c6b4bac3ds”  xlink:itype  ="simple"
ID="ID58ecdae0 - b6af - 4ad9- abfl - f6c2971f253a" MDTYPEOTHER" CHECKSUMT¥EHA 256" />
</ digiprovMD >
<digiprovMD ID="ID7f7c41b9 - e083- 40b4- adf3 - 261d68e5e15b">
<mdRef MIMETYP£text/xml" xlink:href — ="file:metadata/ preservation /premis2.xml"
LOCTYPEURL" CREATED2015-11-18T15:50:14"
CHECKSI270988d963a8f814bel7ab1644bb5d3cc5f3ebb0b06d1e53482b90bf12f09b8e9"  xlink:type  ="simple"
ID="IDf14692b6 - d8f9 - 46e2- 8e6d- 5a409bd734f1" MDTYPEOTHER" CHECKSUMT¥PEHA 256" />
</ digiprovMD >
</amdSec

5.3.5.Use of the MET8le section(elementfileSeg
Use of the MET3#leSecelement is highly recommended tihe Common Specificatiofelthough not
mandatory). It should describe atbmponents of the IRvhich have not beeralreadyincluded in the
amdSeand dmdSecelements.For all files the location and checksum need to be available. Therefore the
YIEAY LlJz2N1J2a4S 2F GKS a9¢{ FAtS aSOlAaAz2y Aa G2 aSNBS +a |
the integrity of the files included into the package.

The main requirement of theCommon Becification is that the file section of both the root and
representation METS files incluslat least one file groupe{ement fileGrp. This secalled 6€Common
Specificatiof A f S ANR dzLX¥ & K2dzZ Foeldw2 f f 26 (G KS NBIjdzA NBYSy G &

1 The file group should be defined by a sinfjeGrpelement
o It is mandatory to use the@ { 9 | GGNAROdziS 6AGK Comnfoh ESR @I f dzS
SpecificationNR 2 1 ¢ 60 F2NJ (KS Qdirgon Spedficafiomefdsdntation 2 NJ &
[representationiD8 ¢ r theTrepresentation METS filtavailable
o Example: <fileGrp US#EEommon Specificatidd®? 2 (i ¢ B
1 Each of the structural components (i.e. documentatischemasgdata) should be described by its
own nestedfileGrpelement
0 The valueof the @USE attribute oftte nestedfileGrpelement should reflect the name of
the folder (i.e. USBR 2 OdzY Sy (i | @R I2{/1€£T0R OKOF T 8¢ 0 T
1 In case representations include their own METS filee,components (includinglata fileg of a
representation should be describeahly in the representation METShe root ME'S file should still
include a fileGrp for each representation but onlyreference the METSmI file of the
representation
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The specific requirements for elements, selements and attributes are listed in the followgitable Note
that use of thestreamand transformFileelements are not discussed below. Implenters wishing to use

either of these METS elements should follow the requirements in the METS documentation.

File section fileSec Recommended to include orfdeSec 0.1
element in each METS file

File section ID fileSec/@I1D RecommendedThe identifier must be 0.1
unique within the METS file.

File group fileSec/fileGrp This specification requires thahe specific | 1..n
occurrence of thdileGrpelementis included
as described above
Implementers are welcome to define and
add additional file groups necessary for
internal purposesThe mairfileGrpelement
includes additional nestetileGrpelements,
one for each folder of the packadexcept
metadata described iamdSeanddmdSel

File group ID fileSec/fileGrp/@D Recommendegidentifier must be unique | 0..1
within the package

File group version | fileSec/fileGrp/@/ERS| Version date of thdile grouping 0.1

date DATE

Reference to fileSec/fileGrp/@ADM| In case administrative metadata is availabl| 0..1

administrative ID and described within METS about the file

metadata group, this element must reference the
appropriate ID of the administrative
metadata sectin.

File group intended fileSec/fileGrp/@USE | Recommended in Common Specification | 1..1

use with one occurrence bearing the values
é&Common SpecificatioNR fdr¢he root
fileGmp element and the names of
appropriate folders for nesteflleGrp
occurrences.

Files fileSec/fileGrpf/file The Common Specification requires that | 1..n
fileGrpmust contain at least onfile element
either pointing to content filesvith FLocat
or wrapping the content filegsingFContent

File element ID fileSec/fileGrp/file/@I1 | Mandatory, must be unique across the 1.1

D package
Mime type of fileSec/fileGrp/file/@ | The IANA mime type for the wrapped or | 1..1
referenced file MIMETYPE linked file.Required by the Common
Specification.
Fie sequencing fileSec/fleGrpl/file/@S | Used to describe the sequence oé§ listed | 0..1
EQ within the fileGrpelement

File size fileSec/fileGrp/file/@S| Size of the linked or embedded file in byteg 1..1
IZE Required by the Common Specification

Date file created fileSec/fileGrp/file/@C| Date the embedded/linked file was created 1..1
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REATED

Required by the Common Specification

File checksum

fileSec/fileGrp/file/@C
HECKSUM

The checksum of the embedded/linked file
Required by the Common Specification

File checkum type

fileSec/fileGrp/file/@C
HECKSUMTYPE

The type of checksum used for the
embedded/linked file Required by the
Common Specification

File owner

fileSec/fileGrp/file/@
OWNERID

Unique ID ofhe file assigned by its owner

Reference to
administrative
metadata

fileSec/fileGrp/file/ @A
DMID

In case administrative metadata is availabl
and described within METS about the file,
this element must reference the appropriat
ID of the administrative metadata section.

Related dmdSec ID

fileSec/fileGrp/file/ @
DMDID

Vale for the ID attribute of thelmdSec
containing metadata describing the conten
files listed in the file element.

Related group ID

fileSec/fileGrp/file/@
GROUPID

Provides an ID forf#leGrpcontaining
related files.

File intended use

fileSec/fileGrp/file/@
USE

Statement about intended use of the files

File location

fileSec/fileGrpf/file/FLo
cat

The location of each external file must be
defined by the <FLocat> element using the
same rules as for referencing metaddtles.

All references to files should be made usin
the XLink href attribute and the file protoco
using the relative location of the file.

Example:

xlink:href  ="file:schemas/mets.xsd

File location ID

fileSec/fileGrpf/file/FLo
cat/@ID

An ID for the ELocat> element

File locator

fileSec/fileGrp/file/FLo
cat/@LOCTYPE

Mandatory locator pointing to the external
file.

File locator type

fileSec/fileGrp/file/FLo
cat/ @OTHERLOCTYH

Description of the type of locator used

File intended use

fileSec/fileGrp/file/FLo
cat/ @USE

Statement about intended use of the linkeq
file

File content fileSec/fileGrpf/file/FC | Used for identifying content files wrapped
ontent within the METS file. The content file must
be either encoded in base64 and insile
<binData> wrapper, or encoded in XML an
included within an <xmIData> wrapper.
Content file fileSec/fileGrpf/file/FC | An ID for the <FContent> element
element ID ontent/@ID
File intended use | fileSec/fileGrp/file/FC | Statement aboutntended use of the
ontent/ @QUSE embedded file
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Exampleof the fileSeelement(root METS file)

<fileSec >
<fileGrp USE"Common Specification  root " ID="1Dae911aa8- 24{0 - 4bd8- a684- 32044b89d687">
<fileGrp USE"schemas' ID="IDae911aa8- 24f0 - 4bd8- a684- 32056b89d789">
<file MIMETYPE' application/xsd " USE"Schemd CHECKSUMT¥®BEHA 256" CREATED 2015- 12-
04T09:59:45 " CHECKSEM41d38f0a204e7dbda2838d93ad8eb5cf6bed92acd9c2f06f497faf47722e990d  *
ID="1D04918b96- cfof - 41fa - ab13- 3d550aaf94f5 " SIZE="6814">
<FLocat xlink:href  ="file://schemas/METS.xsd " xlinkitype ="simple " LOCTYP£ URL/>
</file >
</fileGrp >
<fileGrp USE"representations " ID="1Dae055ba8- 24{0 - 4bd8- a684- 32056b89d882">
<fileGrp USE"representation123 " [D="IDbc911laa8- 24f0 - 4bd8- a684- 32056b89d789">
<file  MIMETYPE application/xml " USE"Representation METS " CHECKSUMT¥BEHA 256"
CREATEP 2015- 12- 04T09:59:45 "
CHECKS13M41d38f0a204e7dbda2838d93ad8eb5cf6bed92acd9c2f06f497f  af47722e990d " ID="1D04918b96- cfof -
41fa - ab13- 3d550aaf94f5 " SIZE="6814">
<FLocat xlink:href  ="file://representations/representation123/METS.xsd
xlink:type  ="simple " LOCTYPE URL/>
</file >
</fileGrp >
</fileGrp >
<fileGrp USE"documentation " ID="1D7d136e4c- 26fe - 40da- 85a2- 67a42efd6b27 ">

.<}.fiIeGrp >
</fileGrp >
</fileSec >

Exampleof the fileSeelement(representation METS file):

<fileSec >
<fileGrp USE"Common Specification  representation representation123 " ID="1Dae911aa8- 24f0 - 4bd8-
a684- 32044b89d687">
<fileGrp USE"data" |ID="IDae911laa8- 24f0 - 4bd8- a684- 321556389d687">
<fileGrp USE"user - defined - data - subfolder " ID="IDae911aa8- 24f0 - 4bd8- a684- 32044b89d789">
<file MIMBYPE"application/pdf " USE"data" CHECKSUMT¥BEHA256" CREATED 2015- 12-
04T09:59:45 " CHECKSI2M41d38f0a204e7dbda2838d93ad8eb5cf6bed92acd9c2f06f497faf47722e990d "
ID="1D04918b96- cf9f - 41fa - ab13- 3d550aaf94f5 " SIZE="6814">
<FLocat xlink:href  ="file://data/ user - defined - data - subfolder/ contentfile.pdf
xlink:type  ="simple " LOCTYPE URL/>
</file >
</fileGrp >

</ fiI.é.Grp >
<fileGrp USE"documentation " ID="1D7d136e4c- 26fe - 40da- 85a2- 67a42efd6b27 ">

</fileGrp >
</fileGrp >
</fileSec >

5.3.6.Use of the METStructural map(elementstructMap)
The purpose of thiMETS structural magectionisto provide an overview of ALL components ofzommon
Specification Information Packagde also links the elements of that structure to associated content files
and metadatalt is a mandatory and ultimate means to define the full structure of the packageluding
metadata, representations, schemas, documentation and user added compoagedt$olders. In other
words, toolscompatible with the Common Specificatianill count onthe informationavailablewithin the
structMap element as the primary means of identifyiaj components of the packagés such iis the
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most crucial componenfor the validationof any Common Specification Information Packaaysd must
always be present

The Common Specification Information Packaggquires the inclusion of one structural map according to
the principles described below. However, implementers arécame to define additional structural maps
for their internal purposes by repeating thstructMapelement.

The most crucial requirements for tli@ommon Specificatiomandated structural map are as follows:

1 ThestructMapelement has a mandatory attribut@LABEL which has the fixed vafi&Common
Specification & (i NHzO (i dzNJ { @LAXBELJat®ibutdisk &ed to distinguish the Common
Specification mandatedtructural mapoccurrencefrom any other, usedefined, structural maps
As such we can also derive thequirement, that any usedefined structural maps must not use
GKS [ ! . 9 [ConghortSpesificatisa GoNHzO G dzNI € Y| LJE

1 The internal structure of the structurahap (expressed by hierarchiadiv elements) follows the
Common Specificatiophysical struture as described in chaptet, therefore grouping together
metadata, representations, schemas, documentation and-dsdéined folders;

o All divelements must use the attribute LABEL with the value being the name of the folder
61 & |y rBeiatarddi S 6
1 In case both root and representation METS files existstructural mapn the root METS file
o Lists all files in all folders with the exceptiontloé content of the representation folders
o Lists all reresentations (as separativ elements)
o0 Lists only the appropriateepresentation METS file using theptr element as the content
of the representation

1 The structural map i representation METS filksts all files within the representation with no

exceptions

The specific requirements for elements, selements and attributes are listed in the following takidote
that the area, seqand par elementsare not discussed below.

Structural map structMap Each METS file needsitelude exactly one | 1..n
structMapelement used exactly as describ
in this table. Institutions can add their own
additionalcusbm structural maps as
separatestructMapsections

Structural map ID | structMap/@D Optional,but if used must be unique within | 0..1
the package

Type of structural | structMap/@TYPE Mandatoryin this specificationThevalue 1.1

map Ydzald 0SS aLIKeaAaAOlolfé
Structural map structMap/@LABEL | Mandatoryin this specificationThevalue 1.1
name Y dza (i CamBondpecificatiostructural

Y I LJE
Structural divisions| structMap/div Each folder (and sufwlder) within the 0..n

package must be represented by an
occurrence of the <div> element. Please
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note that subfolders must be represented
as nested div elements.

Example:

<structMap TYPE"physical " LABEI="Common
Specification structural map ">
<div LABEL="Packagel23">
<div_ LABE[="metadata ">

Structural division | structMap/div/@ID Mandatory, identifier must be unique withir|

ID the package

Structural division | structMap/divi@TYPE No specific requirements

type

Structural division | structMap/div/i@LABE| Mandatory, value rast be the name of the

name L T 2 f Rridthidaté dlesériptive X
oschemag ZXeprésentationg, etc). Tle
LABEL value of the firdivelement in the
package is the ID of the package

Reference to structMap/div/i@DMD | ID atribute values identifying thelmdSeg¢

descriptive ID elements in theMETSlocument that

metadata contain or link to descriptive metadata
pertaining to the structural division
represented by the currerdiv element

Reference to structMap/div/i@ADM | No specific requirements

administrative ID

metadata

Structural division | structMap/div/i@ORD | Not usedin the specific Common

order ER SpecificatiorstructMapoccurrence

Structural division | structMap/div/i@ORD | Not usedin the specific Common

order name ERLABEL SpecificatiorstructMapoccurrence

Structural division | structMap/div/i@CON | IDs for the contenin this division No

content IDs TENTIDS specific use requirements.

File pointer structMap/div/fptr If the fdder which is described by traiv
element includes computer files these mus
be referenced by using thiptr element.
The only exception is the description of
representationgsee below for the use of
mptr).

Thefptr child elementgar, seqandarea
must not be used.
File pointer ID structMap/div/fptr/@1 | No specific requirements
D

ID of content structMap/div/fptr/@ | Mandatory, must behe ID used in the
FILEID appropriatefile or mdRefelement

File content IDs structMap/div/fptr/@ | IDs for the content referenced by tHistr
CONTENTIDS element.No specific requirements

METS pointer structMap/div/div/imp | In the case of describing representations

tr

within the package (i.e.
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representations/representationl) the
content of the representations must not be
described. Instead the <div> of the specifig
representation should include one and gnl
one occurrence of the <mptr> element,
pointing to the appropriate representation
METS file.

The references to representation METS filg
must be made using the XLink href attribut
and the file protocol using the relative
location of the file.

Examplexiink:href — ="file:representation/
representationl/mets.xml

The XLink type attribute is used with the
FAESR @I fdzS aaravLXs$
Examplexlink:type  ="simple "

The LOCTYPE attribute is used with the fi
gl tdzS £ w[ €

METS pointer ID | structMap/div/div/imp | Unique ID for this element 0.1
tr/@ID
METS pointer structMap/div/div/imp | The locator type used in the xlink:href 0.1
tr/@LOCTYPE attribute
METS xlink type structMap/div/div/imp | Locator type in xlink:href when 0.1
tr/@OTHERLOCTYPE[ h/ ¢, 19 D évig
METS pointer structMap/div/div/imp | The content ID for theantent represented | 0..1
content IDs tr/@CONTENTIDS by themptr element
Fullexample of theCommon SpecificatiostructMapelement (root METS file):
<structMap TYPE"physical " LABEI="Common Specification  structural map ">
<div LABEI="9da99df7 - 2237- 48d6- 90ef - 01d99447¢16f ">
<div LABEL="metadata ">
<div LABEI="descriptive ">
<fptr  FILEID ="1Dc048f55 - 802e- 4646- b5f9 - 780b8e864€530"/>
<fptr  FILEID ="1Da2da0aa8- bfoc - 4a79- a83d- 2944cb2031ab"/>
</div >
<div LABEI="preservation ">
<fptr  FILEID ="1Dc2ccefl9 - 802e- 4646- b5f9 - 78b8e864e532"/>
<fptr FILEID ="IDa2dalla8- bfoc - 4a79- a83d- 2944cbfee654 "/>
</div >
</div >
<div LABEI[="schemas™
<fptr FILEID ="ID845a7a5b- Ocfe - 43ff - acd9- 14f5f0463e28 "/>
</ div >
<div LABEI="representations "/>
<div LABEI="representations/aip - docs_mig-1">
<mptr xlink:href  ="file://representations/aip -docs_mig- I/METS.xmlI" xlink:type ="simple "

LOCTYPE URL/>
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</div >
<div LABEI="representations/aip -imgs_mig- 1">
<mptr xlink:href  ="file://representations/aip -imgs_mig- 1/METS.xmlI" xlink:type  ="simple "
LOCTYPE'URL " />
</div >
</ div >
</ div >

</ structMap >

5.3.7.Use of the METStructural Link SectiofelementstructLink and Behavior Section
(elementbehaviaSeg
TheCommon Specification Information Packgmeses no additional requirements on the MESESictLink
andbehaviorSeelements

5.4.Use of PREMIS inGommon Specification Information Package

The Common Specification recommends and advocates the use of the PREMIS metadata standard for
recording preservation and technical metadata about digital objects containétiinvCommon
Specification IPThe Common Specificatiomplement version 3.0 of the PREMIS Data Dictiorfatyote

that use of PREMIS is not mandatory because a SIP will not always be able to include preservation
metadata.

Although the Common Specification allows both the embedding of metadata within the METS file, and its
inclusion in the IP in a separate metadata fileg strongly recommendkeeping PREMIS metadata in
discrete PREMIS XML files inside the IP. If PREMISatgeiadncluded in the IP in separate files, the
naming and numbering of the PREMIS files are not restricted, meaning that implementations can choose to
either store all preservation metadata in a single PREMIS file or split them into multiple filesnlyhe o
requirement in this case is that all PREMIS files must be listed in the appropriate METS file, i.e. root PREMIS
files from the root METS file and representation PREMIS files from the representation METS files, and
referencedin the METS file(s) usingemdRefattributes and elements.

Therefore, the main recommendation of the Common Specification is that preservation metadata are
included in the information package in PREMIS formlihoughthis is not mandatoryall toolsclaimingto

be able tovalidae Common Specification IPs must also be able to validate PREMIS metadata once it exists
within the packageThe two high level requirements for use of PREMISdmmon SpecificatiolPs are

that:

O«

All preservation metadata is created according to offieBEMIS guidelin®s
All PREMIS metadata is either embedded ireéerenced from theamdSefigiprovMDelement of
the appropriate METS file.

O«

2 pREMIS Dataid@ionary for Preservation Metadata, version 3.0: http://www.loc.gov/standards/premis/v3/premis
3-O-final.pdf
= http://www.loc.gov/standards/premis/
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Further, to enhance the interoperability scope of the Common Specification for Information Packages and
to strenghen management of IPs in an archive, this specification imposes additional requirements in
regard to use of PREMIS for describ@mmmon SpecificatiolPs. The principles adopted in the Common
Specification for deciding the additional PREMIS semantic namjtsred are:

0 PREMIS should be used to record detailed technical metadata. In METS the technical metadata
included should only include the checksums and size of files;

0 As much technical information as possible should be included in PREMIS metadata goy usin
extension schemas;

0 Information about agents carrying out preservation actions should be recorded in PREMIS

metadata and not in METS. The use of METS agents should be limited to those agents who are

relevant for generic IP level events (for example, tfeation of the package, submitting agency);

Event descriptions should be included in PREMIS metadata as much as possible. Use of the official

PREMIS event vocabulary is recommerifled

0 Detailed rights information should be included in PREMIS and not dedénid¢ETS. The METS file

should only include information about the whole packagis it totally open, partially restricted,

needs review eté’ Where high level rights information in METS indicates restrictions, detailed,

objectspecific, rights informatio will be included in the PREMIS metadata;

File format information for all files should be included as BUtBlues in the appropriate PREMIS

semantic units.

In addition to the mandatory semantic units required by PREMIS itself, the Common Specifiaatiossre

based on theequirements specifiedbove, the following additional semantic units:

O«

(@]§

Name Code Semantic Unit Rationale Cardina
Name lity
File checksum | 1.5.2 fixity PREMIS requires the use of thigjectCharacteristicy 1..n

semantic unit but leaves use of the fixity componeg
optional. The Common Specification requirfesty
for validation of the structure and content of IPs.

Relationshigo 1.13 relationship Required bythe Common Specificatidior 1.n
other content structural, provenance and contextual purposes.
Event outcome | 2.5 eventOutcomelnfor | The only place to record the outcome of an event| 1..n
mation Needed for authenticity. One of the sub elements
eventOutcomer eventOutcomeDetails required.
Linkedagent ID | 2.6 linkingAgentldentifi | The Common Specificati@trongly recommends 1.n
er that mostagent information be recorded in PREM

metadata rather than METS, this semantic unit is
required for authenticity and archival managemen

purposes.
Linked obgct ID | 2.7 linkingObjectldentifi| Because event information is recorded in PREMI] 1..n
er the Common Specificatiarequires this semantic

2 http://id.loc.govivocabulary/preservation/eventType.htm|
TIFo /KEFLIGSNI a!as 2F GKS a9¢{ FRYAYAAGNI G6§AGS YSGIRFGlI a80GA2y o6fl YR
B Ls adkyRa KSNB T2 NI LR Swhibh htkpSdnindatieaiidRyivies.apwlik BRESOM

for more information.
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unit to link preservation events to objects for
contextual metadata and audit logging purposes.

Agent Name 3.2 agentName Required byhe Common Specificatidior recording| 1..n
human readable names for the agents associated
with archival events performed on objects.

Vocabularies

This specification does not present a definitive list of vocabularies for use wiEMERsemantic units but
does recommend the use of the Library of Congress vocabularies developed specifically to provide values
for various PREMIS semantic ufits.

In PREMIS each of the entities (objects, events, agents, rights) are identified by & genefi identifier
containers. These containers follow an identical syntax and structure consisting of an [entity]ldentifier
container holding two semantic units:

1 [entity]ldentifierType
1 [entity]ldentifierValue

The PREMIS data dictionary recognizes thatube of identifier types is an implementation specific issue
and does not recommend or require particular vocabularies for identifier types. The Library of Congress has
developed its own identifier type vocabuldhand the Common Specification recommeiidsuse in lieu of
implementation specific identifier type vocabularies, where these have not yet been developed.

2 Available from http://id.loc.govivocabulary/preservation.html
% See http:/fid.loc.gov/vocabulary/identifiers. htl
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6. Implementation considerations

This chapter touches on some additional issues which are relevant in respexglemnenting the Common
Specification in redife scenarios.

6.1. Content Information Type Specifications

6.1.1. What is a Content Information Type Specification?
The concept of Content Information Type Specification is essentially an extension method which allows for
widening the interopeability scope of the Common Specification into a content specific level.

As defined by the OAIS Reference Mo@antent Informatiorisd ! aSidé 2F Ay F2NXIGA2y GKFdG Aa GKS
target of preservation or that includes part or all of that informatioris lan Information Object composed
2F Ala /2yGaSyd 51FGF hoa2aS0iG FyR AlGa wSLINBaSyGlidAaAz2y LYyF2NXYEGA2Y

A Content Information Typean therefore be understood as a category of Content Information, for example
relational databases, scientific data or digitisedps. And finally £ontent Information Type Specification
defines in technical terms how data and metadata (mainly in regard tdriftemation Objedt must be
formatted and placed within a Common Specification Information Package in order to achieve
interoperability in exchanging speciftontent Information

As suchthe following elements can bat the core of a Content Information Type Specification:

1 Therequiredfile format of data;

1 Description ohow datamust beplacedand structured within th&€CommonSpecification folder
structure (i.ea substructure for thed 5 | folded);

1 Clearly defined requirements fepecific representation metadathat needs to be available in
PREMIS for rendering and understanding@untent Data Objectppropriatey;

1 Clearly defined list ddpecific (binary) documentation or other components (like software,
emulators, etc.whichhave to be available for rendering and understanding@uamtent Data
Objectappropriately.

However, for practical purposes it is not scifnt to only deal with thénformation ObjectEspecially for
complexContent Information Typeand large IPs it might also be relevant to describe explicitly

requirements for other metadata (descriptive, administrative) which are relevant and crudyaloorhis

specific content type. For example, the SMURF Content Information Type Specifidatietoped within

the EARK projectioes set specifi,zquirements forhow data (i.e. computer files)eed to be referenced

from descriptive metadata (in EADrmat) in order to guarantee the integrity of data and metadata.

Setting these requirements in a central specification will allow archival institutions to receive SIPs including
ERMS extracts or whole systems and still be able to understand and validgietentially complex

structure of the whole data and metadata composition within it.

Concluding from the previous we can also see that Content Information Type Specification can potentially
also be sector specific, and that there might be multiple djmtions to cover a single content type. For
example, archival institutions would be able to define a Content Information Type specification for
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archiving web sites along with descriptive metadata in EAD format, while libraries might define a
specification for archiving web sites along with metadata in MARC.

6.1.2. Maintaining Content Information Type Specifications

The number of possible Content Information Type Specifications is potentially unlimited. As well, it is the
intention of the authors of this Commddpecification to allow everybody in the wider community to create
new specifications.

The maintenance of such a living environmarnthe role of the DLM Archival Standards Board (DAS Board,
seewww.dasboard.ey Thecore principles of the maintenance regime are as follows:

il

The DASBoard is responsible for establishing reasonable guidelines and quality requirements for
new Content Information Type specifications, and publishing these oBtzedwebsite;

The Boardhas the responsibility and mandate to manage a registry of available Content
Information Type specifications which meet the guidelines and quality requirements;

The Board does NOT take ownership of and have responsibility of maintaimihgustainingny
Content Information Type specifications;

There shall be no limitations to who is allowed to propose additional Content Information Type
specifications;

To ensure good quality of available specifications, the Board validates each proposed specification
aganst the guidelines and quality requirements mentioned above. The validskiath be carried

out free of charge anavithin a reasonable timeframe.
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6.2.Handling large packages

By default a Common Specificatitfhis supposed to reside in a single folderfike (in case compression
has been applied). However, the amount of data and metadata within a single IP can easily grisinesnto
of several GB or even BRd as such can becondéficult to manageand inefficient to process because, for
example, of lackg media capacity.

The Common Specificatiatself canin principlebe extended in multiple ways to support tsegmentingof
large packages into more manageable physical pieteischapterdescribesone way which exploits the

[ 2YY2y { LISOAMNBMGYUAN20YyA 2¢NRalg ¢ { ¢ O2y OS LI ségyiditatihE i SYRa Al Ayid2

scenario

¢

| 26 SOBSNE AG A& 2NIK y2iAy3a GKFG GKA&E Aa | aNBO2YYSYyRS
of the core Common Specification, as such it is also not expec@ltiools support such a mechanism.

6.2.1. The structure for IP, their representations and their segments
According to the ARK Common Specification for IPs an IP can have several representafions.
representations contain the same intellectual ¢emt, but as the name implieis another representation;
in its most simple form this could be another file format such as TIFF instead of JPEG.

The segmenting approach described here is based on the following considerations:

1 Most of the size of an IP is tleentent (data) which according to the Common Specificatiesides
in the representationdolder of the IP. As such alsmy segmentinghouldtake placewithin the
representationdayer of the Common Specification;
1 According to the Common Specification eacpresentation is essentially a Common Specification
IP itself, as it can consist of a METS metadata file, data, metadata, and any additional components;
1 A segment of an IP must also be in the Common Specification format, i.e. it shall be possible to
validaie each individual segment as a Common Specification IP;
1 Each IP shall consist of a parent segment (including at least the root METS file) and any number of
child segments;
1 It shall be possible to add new physical child segments (as an example a newntgiresgto the
whole IP without having to update other child segments.

6.2.2. Using METS to refer from parent IP to child IP(s)
The method used to refer from parent to child is based on the ID of the IP of the child.

One reason for using ID and not URL or othere direct references to a location of the referenced METS
file is the flexibility it gives to move the segmented IPs around in different storage locations. This is a
flexibility often needed for segmented IPs that accumulated can be very large.

The valueof the xlink:href attribute in the <mptr> element in the METS file of the parent IP is used.

This value is to be set to the value of the OBJID attribute of the <mets> element in the METS file of the child
IP. According to the Common Specification, thelDBR#tribute must have the value of the ID of the IP.
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This is therefore sufficient for having the parent know the ID of the child, but the parent does not know the
exact child location.

6.2.3.Using METS to refer from child IP to parent IP
The optional referencéom child to the parent is based on the ID of the IP of the parent.

The value of the xlink:href attribute in <mptr> element in the METS file of the child IP is used.

This value is to be set to the value of the OBJID attribute of the <mets> element MEBRE file of the
parent IP. According to the Common Specification, the OBJID attribute must have the value of the ID of the
IP.

This is therefore sufficient for having the child know the ID of the parent, but the child does not know the
exact parent locatin.

6.2.4. An example for the Northwind database
Here follows a partial example, where the value of the xlink:href attribute in the <mptr> element (inside
GKS fRAGH StSYSyld AyaiARS GKS fadNHzOGal LI StSYSyiato Aa aL5®! £L!
(urmn:<NID>:<NSS>).

CKS @l tdzS aL5®d! +L50w! dmynnp ®NBLInPasS3ané Ydzad y26 YIGOK GKS @I
element in the child IP root METS file.

(Note that in order to save space in this example the CS mandatory ID attribute for the <etinentd have
been left out.)

Parent METS file

<div LABEL="representations">
<div LABEL="representations/ID.AVID.RA.18005.rep0" ORDER="0" >
<div LABEL="child IP" TYPE="representation child">
<mptr xlink:href="urn:sa.dk:ID.AVID.RA.18005.rep0.seg00xlink:title="root level METS file for representation 0" xlink:type="simple"
LOCTYPE="URN"/>
</div>
</div>
<div LABEL="representations/ID.AVID.RA.18005.rep1" ORDER="1">
<div LABEL="child IP" TYPE="representation child">
<mptr xlink:href="urn:sa.dk:ID.AVID.RA.18005.rep1.seg0" xlink:title="root level METS file for representation 1" xlink:type="simple"
LOCTYPE="URN"/>
</div>
</div>
</div>

<I-- this top root level METS.xml IP only refers to the root level METS files in the representations using the <mptr> element -->

<l-- we use the attribute LABEL value ‘child IP" in the 'div' element for representations in accordance with the AIP spec.3.3.1.9 -->

<lI-- each root level METS file in the representations refer to its own METS files in the segments and in the representations folder using
the <mptr> element -->

<l-- we use the attribute LABEL value 'segment' in the 'div' element for representations-->

<!-- we have no CHECKSUM for these METS files because the mptr does not allow it and because the <file> element in the <fileGrp> in
the <fileSec> apparently is only to be used for files inside the package -->

<lI-- the value of the attribute LABEL is the ID of the representation -->

<l-- representation 0 - images in jpg format -->

<l-- this is a METS reference to another METS file, and this file is in another segment - compare with CS v0.13 sec. 5.2, p 36 -->

<I-- the value of the attribute LABEL is the ID of the representation -->

<I-- representation 1 - a migration to tif -->

<l-- this is an indirect METS reference to another METS file, and this file is in another segment - compare with CS v0.13 sec. 5.2, p 36 --
>
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ChildMETS file

<mets xmins:xsi="http://www.w3.0rg/2001/XMLSchema-instance" xmIns="http://www.loc.gov/METS/"
xmins:xlink="http://www.w3.0rg/1999/xlink"

xsi:schemalocation="http://www.loc.gov/METS/ schemas/mets.xsd"

PROFILE="http://www.ra.ee/METS/V01/IP.xml" TYPE="Database segment child" OBJID="ID.AVID.RA.18005.rep0.seg0" LABEL="root
level METS file for a representation segment”>

) <div LABEL="parent IP" TYPE="Godfather IP"> <!-- working title - maybe master IP is more appropriate -->
<mptr xlink:href="urn:sa.dk:ID.AVID.RA.18005.godfather" xlink:title="root level METS file for godfather IP" xlink:type="simple"
LOCTYPE="URN"/>
<l-- this is an indirect METS reference to another METS file. However, the referenced file is in another segment -->
</div>
6.2.5. lllustration of referencesbetween METS files in a segmented IP
We need to segment an IP at the data folder in the representations leveldngrding tothe Common
Specification this can only be done at the IP level. Therefore this IP has been segmented at the top IP level,

and not at the representations level.

Master IP Representation 0 Representation 1

Segment 0 Segment 1 Segment 2 Segment 0 ‘Segment 1

p i: :,» 8005 ropt seg1

8005 rep1 seg0

preservation
CPREMIS xm!

representations representations representations representations representatons
AMAD-SA-L85 repd AMDSALf It :.:v:l, €00 ue,- aghs rept AVID-SA 185 rop1
metadata metadata metadata metadata metadata

daia data daa data
CNorthwind siard Nortwind_obseg_1 Northwind_lobseg_2 DNorthind siard Norbwind_lobseg_{
Northwind_bobseg_0 content contert Northwind_lobseg_0 content
conbp ik schemad schema0 conbrk schemad
schemad table? table2 Y table2
table2 lobd Jobd tabke2 Tobd
lobd Drecord4 bin Direcord7 bin lobd Drecordd tif
Crecord0.bin Crecords bin Crecord0 tif Crecords if
Crrecord1 bin Drecord6 bin Crecord if Dracords tif
Crecord2 bin Crecord2 if Drocord? tf
Crecord3.bin Crecord3 if

Please note the following about the example:

The Master IP MUST NOT contadpresentations

Arepresentation MAY be segmented

The IDs are not just unique but haves impliaitue for example purposes only

In representation 0 the limits on folder size aachount of files requies three segments (0, 1 and

2)

1 In representation 1 these limits have been increased and we only need two segments. Further the
.bin files have been migrated to .tif

= =4 -4 =
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6.3.Handling descriptive metadata within the Common Specification

Desciptive metadata are used to describe the intellectual contents of archival holdings, and they support
finding and understanding individual information packagBse Common Specificatioallows essentially

for the inclusion of any kind of descriptive metdd in the IPHowever, it is required that all descriptive
metadata must be placed into the Y S (i | folder bf ¢he IP, and that it is recommended (should) to also
exploit the possibility of creating a specific siaider @ R S & O N&sLddeh thSigure 11 below (cf.

EAD.xml).
[

I
[ METSxmi | [[_meladaa |

1
_____ ) e et g ]

T

Figurell: EARK IP descriptive metadata

Further, alldescriptive metadataeed to be descried in andreferencedfrom METS metadata (i.e. the
METS.xml file) using tldement <dmdSecgFigurel2) and as such descriptive metadata a@t to be
embeddedinto the METS filgirectly.

<dmdSec>

Figurel2: METS descriptive metadata

Following the requirement of explicitignd physically separating descriptive metadata and data we would
also like to note, that for interoperability purposes appropriate descriptive metadata elements must
explicitly refer to the data content they descrilfenless the whole data portion is a gla intellectual unit
described as a discrete set of descriptive metadaf@y example, the-BRKproject has explicitly defined

that the EAD <dao> and <daogrp> elements shall be used to refer to content files from the descriptive
metadata. However, regdless of the descriptive metadata standard in question the references from
descriptive metadata must always follow the requirement posed in ChaptBrabove (i.e. create
references according to the format defined in RFC 3986, or to express references as a relative path to the
data files).

Finally we would also note that the recommendation of the Common Specification is to dlveayde
detailed metdata about intellectual access restrictions and copyright into descriptive metadata (i.e. not
into the METS or PREMIS portions of the IP).
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6.4. Technical requirements for Common Specification validation

Will be available by the®Iof February 2017.
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Annex |: Full XML Examples
TBD

Until the end of the EARK project IP examples are maintained on a continuous basis on
https://github.com/earkproject/informationpackage/tree/master/examples
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